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Impact of the error sensing probability in wide coverage areas of clustered-based wireless sensor networks

Impacto de la probabilidad de sensado erróneo en redes de sensores inalámbricas basadas en clusters con amplias áreas de cobertura

Edgar Romo-Montiel1, Mario Eduardo Rivero-Ángeles1*, Iclia Villordo-Jimenez2, Herón Molina-Lozano3


ABSTRACT: Wireless sensor networks are composed by a big number of autonomous nodes surveying a certain environmental parameter, such as temperature, humidity or even mobile targets. In this work, we focus on mobile target detection in wide area systems such as forest animals or vehicle detection in security missions. Specifically, a low energy consumption clustering protocol is proposed, analyzed and studied. To this end, two communication schemes, based on the well-known LEACH protocol are proposed. The performance of the system is studied by means of a mathematical model that describes the behavior of the network under the most relevant parameters such as coverage radius, transmission radius, and number of nodes inside the network. Additionally, the transmission probability in the cluster formation phase is studied under realistic considerations of a wireless channel, where signal detection errors occur due to interference and noise in the access channel.

RESUMEN: Las redes inalámbricas de sensores están compuestas por un gran número de nodos autónomos que vigilan algún parámetro del ambiente de interés, como puede ser la temperatura, la humedad o incluso objetivos móviles. Este trabajo se enfoca en la detección de móviles en áreas amplias como puede ser la vigilancia de animales en un bosque o la detección de vehículos en misiones de seguridad. Específicamente, se propone, analiza y estudia un protocolo de agrupación de bajo consumo de energía. Para ello, se presentan dos esquemas de comunicaciones basados en el bien conocido protocolo LEACH. El desempeño del sistema se estuda por medio de un modelo matemático que describe el comportamiento de la red bajo los parámetros más relevantes, como son: radio de cobertura, radio de transmisión y número de nodos en la red. Adicionalmente, se estudia la probabilidad de transmisión en la fase de formación de grupos bajo consideraciones realistas de un canal inalámbrico, en donde la detección de la señal tiene errores debido a la interferencia y ruido en el canal de acceso.

1. Introduction

The increasing interest on the control, knowledge and monitoring our surroundings has produced the need to find and develop new technologies. To perform these tasks that range from human supervision to advanced technologies such as closed circuit video, process automation or the use of sensor networks.

Building on this, wireless sensors networks (WSNs) open the possibility of collecting different information about the environment and offer a constant monitoring adapted to a specific application. WSNs are composed by a high number of autonomous nodes located inside the area of interest [1]. Each node is responsible to collect the sensed information and to transmit it to a sink node or base station [2, 3]. Nodes in the network have to cooperate in order to efficiently gather the relevant information at the end point of the system. Typically, these nodes have a small size and
their power supply comes from a small battery. Therefore, when a node drains its battery, it will no longer operate causing system degeneration in terms of information losses, reduced coverage area, and disconnection among nodes. As such, it is of paramount importance to have efficient energy consumption throughout the operation of the system. Clustering has been proposed in order to reduce such energy consumption, for example, the LEACH protocol [4, 5].

In the particular case where the surveyed area is wide, transmissions to the sink node are very costly due to the required energy to cover long-range communications. In this sense, the LEACH protocol is no longer efficient since it requires transmissions to cover the complete surveyed area.

Based on this observation, this work develops two clustering protocols based on the LEACH protocol. Both proposals increase the system’s lifetime in wide coverage areas. Specifically, the LEACH MOD strategy is proposed to select the node’s role inside each cluster while the Local LEACH is proposed in order to reduce the communication range among nodes in the network. In a previous work [6], the issue of high coverage areas in WSNs was studied. However, results were obtained through numerical simulations only. Conversely, in this paper, we present a mathematical model to consider different system’s conditions. Also, the mentioned previous work considered the particular case of a vehicular environment, whereas we now extend the work to consider a more general movement pattern of the surveyed target.

Furthermore, the issue of selecting an adequate value of the transmission probability at the cluster formation phase has been studied before [7]. However, to the best of our knowledge, the effect of the erroneous detection in a wireless environment has not been considered before.

In summary, the major improvement and significant advancement of this study in contrast to original LEACH are a) the selection of the cluster heads: The proposed LEACH MOD strategy consumes less energy in certain cases, since it requires less processing in the nodes; b) the extension of LEACH, called Local LEACH, to be used in big monitoring areas where long range transmissions are highly expensive in terms of energy consumption from the nodes; c) the use of an adaptive transmission scheme in the cluster formation phase is considered and mathematically modeled; d) the study of the performance of the system when a noisy channel is considered. Indeed, the system’s lifetime can be greatly reduced when channel errors are assumed. As such, this paper aims at providing more accurate guidelines for the practical implementation of WSNs by taking into consideration a non-ideal wireless channel. Indeed, the assumption of an ideal channel can overestimate the systems’ lifetime.

The remaining of the paper is organized as follows: First, the conventional LEACH protocol is described. Then, the two modifications proposed to the LEACH protocol are presented, namely: LEACH MOD and Local LEACH. The latter is specifically designed to work in big open areas by reducing the transmission radius of nodes while the former is designed to reduce the complexity of the cluster head selection process. Following this, we noted that a fixed transmission probability is not suited for the cluster formation phase. Hence, an adaptive transmission probability is proposed. Then, the possible errors that can occur in the wireless channel are described. After this, the mathematical model used to obtain the main performance parameters is presented. The paper ends with some relevant numerical results and conclusions.

2. LEACH

LEACH is a protocol that organizes the nodes inside a network in clusters in order to distribute the energy load of each node. All nodes organize themselves to take part of a unique cluster as cluster head (CH) or as cluster member (CM). CHs have the function of gathering the sensed data of each CM that belongs to the cluster. When the CH has gathered all the cluster information, it then sends the data to the sink or base station [8].

It is easy to see that CHs consume more energy since they have to be constantly receiving data from the CMs, and performing high-energy transmissions to the sink or base station. Hence, CHs drain their energy much faster than CMs. For that reason, LEACH rotates the function of CHs among all nodes in the network in order to balance the energy consumption equitably. This rotation occurs periodically. The LEACH protocol considers 20-second TDMA periods. After this period the clusters are broken and the cluster formation phase starts again selecting new CHs.

2.1. Clustering phase

This protocol (LEACH) is composed by two phases: The cluster formation phase and the steady state phase. In the former, nodes are selected either as CHs or CMs. As such, a random access protocol is used. As described in [8], the slotted NP-CSMA scheme entails the best performance compared to other random access protocols. As such, nodes transmit in each time slot with probability τ. In the latter, clusters are already formed and nodes can transmit their information to their respective CHs. In this phase, a TDMA based scheme is preferred since the CH already knows the number of nodes that will report data in each cluster [9]. Hence, transmissions can be done in an orderly fashion.

In the cluster formation phase, nodes choose to become cluster heads according to the Eq. (1) [10]:

\[
T(n) = \begin{cases} 
P & \text{if } n \in G \\
1 - P x \left( r \mod \frac{1}{P} \right) & \text{if } n \notin G \\
0 & \text{otherwise}
\end{cases}
\]

Where \( P \) is the percentage of cluster heads into the network, \( r \) is the number of current cluster heads and \( G \) is the group of nodes that had not been cluster head in a previous time.
In this way, the protocol allows an adequate distribution of energy consumption in each node.

Figure 1 shows how the network is organized in clusters, where nodes with a circle are the cluster heads. The main disadvantage of this protocol is that the selection of the transmission probability is energy consuming and nodes have to keep track of different parameters such as rand G. Additionally to the energy consumption, there is an inherent delay in the processing of \( T(n) \). In view of this, two modifications to the LEACH protocol, called LEACH MOD and Local LEACH, are proposed and described in the next section.

**LEACH MOD**

The LEACH MOD protocol works as follows:

- In the cluster formation phase, the remaining nodes attempting to transmit their control packet in each time slot do it according to a geometric process with probability \( \tau \).
- Nodes are chosen to be cluster heads or cluster members only based on the transmission order of arrival of nodes, i.e., if the number of clusters in the network is set to be \( N_{ch} \), then the first \( N_{in} \) nodes that successfully transmit their control packets are designated as CHs, while the rest \( N-N_{ch} \) become cluster members. In any given time slot, if there are two or more transmissions, a collision occurs and none of the transmitted packets will be received successfully, hence they have to be retransmitted. On the other hand, if only one packet is transmitted in a time slot, it is considered as a successful transmission and all the nodes in the network recognize and decode such transmission.

The effect of the number of CHs on the performance of the system is investigated in a subsequent section. Note the LEACH MOD strategy does not require the calculation of the transmission probability since this value can be established at the beginning of the system’s operation.

It is important to mention that the LEACH protocol ensures that no node can become CH in successive rounds. This cannot be guaranteed by our proposed protocol. However, since nodes transmit according to a geometric process with parameter \( \tau \), the probability that a node will be elected as a CH in consecutive rounds is very low. Also, note that neither LEACH nor LEACH MOD protocols ensure a uniform distribution of clusters in the system area. In order to better distribute the CHs in the system, the Local LEACH protocol is proposed and it is described in the following.

Figure 2 shows how the network is organized in clusters, where the nodes with circle are the cluster heads.

**Local LEACH**

In the LEACH MOD, additional to the fact that CHs are not evenly distributed in the surveyed area, it entails high-energy consumption due to the fact that all nodes transmit with enough power to cover the total area of the network. In big surveyed areas, this is a major issue that quickly drains the battery of each node, independently if it is a CH or a CM.

Building on this, a scheme that limits the transmission radius of each node to reduce the coverage area and at the same time reduce the energy consumption through the use of short transmissions is proposed, namely Local LEACH and works as follows:

- Nodes transmit in a reduced area where only the nodes in the immediate neighborhood receive the control packets to form the clusters.
- The cluster formation process is like LEACH MOD, where the nodes are chosen to be cluster heads or cluster members only based on the order of arrival of node’s transmissions.

The NP-CSMA scheme is used. However, the slotted channel now is divided in two different time slots as is shown in Figure 3.

- The \( Tx \) time slot is used by each node in order to become a cluster head.
The ACK time slot is used by the nodes that have received a previous transmission from a specific cluster head to transmit a confirmation packet in order to be aggregated to that specific cluster.

We now describe the Local LEACH operation in detail. Each node transmits a packet in each $\text{Tx}$ time slot with a limited radius according to a geometric process with probability $\tau$. By each successful transmission, the node that transmitted will be defined as CH and the nodes that receive a single packet will be conjoint to the CH associated to the received packet. If a node receives two or more transmissions, then a collision is assumed to occur and it disregards the collided packets. It is also assumed that the nodes that receive a single transmission can successfully decode it and respond to the corresponding CH in the following ACK time slots. As such, the nodes that receive a single packet form a CH desist to become CHs and they become CMs by default.

Note that in Local LEACH, nodes do not know the exact number of nodes that detect their transmissions. In fact, according to the transmission range, nodes can have no neighbors at all, or they can have many nodes in the vicinity. Unlike LEACH, where all nodes receive every transmission, in the Local LEACH a response from the nodes that actually receive a successful transmission is required. Also, nodes that receive multiple transmissions (i.e., a packet collision) cannot transmit an ACK packet.

Figure 4 shows the behavior of the Local LEACH scheme in a given time slot.

**Figure 4 Possible states of nodes for Local LEACH in a time slot**

Nodes represented by a circle have had a successful transmission, i.e., at least a neighbor node inside its transmission range successfully received the packet. The nodes represented by plus signs have received a successful transmission from a certain CH and are associated to it. Hence, they need to transmit an ACK packet in the following ACK time slots. The gray nodes have not transmitted any packet yet and have not received a transmission from any other node. Hence, they are available to become cluster heads or cluster members in a future time slot. The squared black nodes are nodes that received multiple packets in a time slot. As such, they are not associated to any cluster head and can become cluster heads or cluster members in a future time slot.

On a more detailed study on the effect of the transmission probability and the total number of nodes inside the network, note that when the number of nodes with a pending transmission is relatively high, the use of a high value of $\tau$ causes a high amount of collisions inside the cluster formation process, entailing a quick energy drain from all nodes in the system. On the other hand, the use of a low transmission probability in the same scenario entails a lower number of collisions but could generate empty time slots. However, as nodes successfully transmit their control packets, the number of pending transmissions decreases accordingly. Hence, the low value of $\tau$ is no longer adequate when only a few nodes remain to transmit their packets since a high idle transmission period occurs. Building on this observation, it is clear that the value of the transmission probability has to vary according to the number of remaining nodes in the cluster formation procedure. As such, the adaptive transmission strategy is proposed and it is studied next.

### 2.2. Adaptive transmission probability

In the adaptive transmission probability strategy, the value of $\tau$ varies according to the number of nodes with a pending transmission. Hence, the transmission probability of each node depends on the inverse of the number of neighbor nodes. In this way, with a high number of contending nodes, the transmission probability is low, and vice versa. Then, each node computes the value of $\tau$ in every time slot as Eq. (2) indicates:
Where \( i \) is the number of remaining nodes in the cluster formation phase. As it can be seen, in order to calculate the value of \( \tau \), it is required that each node estimates the number of nodes with a pending transmission or the number of nodes that have successfully transmitted their control packets. Also, in the case of the LEACH MOD, the sink node, which does not have energy restriction issues, can perform this estimation and broadcast it to the rest of the nodes in the system. Note that this is not possible in the Local LEACH strategy where nodes have to compute the value of \( \tau \).

This estimation can be done by detecting each successful transmission and assuming that the number of nodes in the system has not changed, i.e., that all initial nodes are still correctly functioning. However, the successful transmission detection is not error-free in a wireless environment due mainly to fading, interference and noise. In the following, the effect of a noisy channel is investigated.

### Errors in a noisy channel

In order to consider the effect of a wireless channel, two estimation errors are considered: false positive and false negative estimation. The latter corresponds to the case when the sink node does not detect a successful transmission that actually happened, while the former corresponds to the case when the sink node detects a successful transmission but in reality no such transmission occurred. As such, the estimation of \( \tau \) can have a higher (in case of false negative estimation) or lower value (in case of false positive estimation) than the real value \( i \). In this work, we first assume that either false positive and false negative estimation errors are equally probable to happen and this consideration is relaxed latter in the paper.

a) **Uniform estimation error:** For the first case, a uniformly distributed error in the range \( [-\varepsilon, \varepsilon] \) is considered. Specifically, when there are \( i \) nodes remaining to transmit their control packet, this uniform assumption implies that the sink or base station can wrongly consider that there are \( i+1, i+2, i+3, \ldots, i+\varepsilon, i-1, i-2, i-3, \ldots, i-\varepsilon \) remaining nodes with probability \( 1/(2\varepsilon + 1) \) for each possibility. Also, it is assumed that the correct value of remaining nodes is estimated with the same probability \( 1/(2\varepsilon + 1) \). Note that this assumption may not be accurate, since the error can have different distribution or false negative and positive estimation may not be equally probable. Indeed, this is a strong assumption. The rationale behind this is that in a wireless channel, we assumed that the effects of fading due to obstacles and long-range transmissions have a comparable impact on the system as noise and interference. Note that long-range transmissions and fading causes many false negative errors in the estimation of nodes. On the other hand, noise and interference may cause many false positive errors in the estimation of nodes. However, this may not be the case.

Building on this, it is considered that the transmission probability in the cluster formation phase is now calculated as Eq. [3]:

\[
\tau_A = \frac{1}{i + \varepsilon}
\]

As it occurs in [3], the transmission probability varies in each time slot according to the estimated outcome of the previous time slot. As a particular case, when the estimation error is such that \( \varepsilon = 0 \), the sink node broadcast the value of \( \tau_A = 0.9 \) or each node adjust their value of \( \tau_A = 0.9 \) in order to avoid any operation malfunctions.

b) **Non-uniform estimation error:** In this scenario, we have considered the case where the estimation error is no longer uniformly distributed in the range \( (-\varepsilon, \varepsilon) \). As such, we extend the previous scenario to consider two possibilities: a) the case where a false positive is more likely to happen and b) the case where a false negative is more likely to happen. For the former case, the false positive case, it is considered that the sink node or base station wrongly estimates that the number of remaining nodes is \( i+1, i+2, i+3, \ldots, i+\varepsilon \), with probability \( 3/4\varepsilon \) each case, while it wrongly assumes that there are \( i-1, i-2, i-3, \ldots, i-\varepsilon \), or even \( i \), with probability \( 1/4(\varepsilon + 1) \) each possibility. For the latter case, the false negative case, it is considered that the sink node or base station wrongly estimates that the number of remaining nodes is \( i+1, i+2, i+3, \ldots, i+\varepsilon \), or even \( i \), with probability \( 1/4(\varepsilon + 1) \) each case, while it wrongly assumes that there are \( i-1, i-2, i-3, \ldots, i-\varepsilon \), with probability \( 3/4\varepsilon \) each possibility.

Note that these scenarios are meant to capture the different effects of a wireless channel. For instance, when the transmission range is high and/or there are many objects or obstacles in the transmission trajectory, there is a higher probability that the transmissions are not correctly decoded at the receptor mainly because of propagation losses and fading effects. As such, this scenario corresponds to the case where many false negative errors occur. On the other hand, when there is a lot of noise or interference in the system, the receptor may wrongly assume that a transmission occurs when in fact no node transmitted. As such, the false positive is more likely to happen.

### 3. Mathematical Model

In order to study the system behavior, a mathematical model that captures the main performance parameters in the cluster formation phase was proposed. This model reflects the fact that each node has to transmit a control packet to form the clusters, in order to enter the steady state phase where the gathered data is transmitted. The cluster formation phase finishes when all nodes have transmitted their respective control packets. In this way, each state of the model represents the pending nodes to transmit. To this end, a transitory Discrete Time Markov Chain (DTMC) is proposed as it is shown in Figure 5.

It can be seen that the DTMC remains in the same state, either because a collision occurred or no transmission occurred in a given time slot. Hence, the state decreases only if a single transmission by either of the pending nodes is performed. The latter case occurs with probability \( P_r(i) \).
4. Numerical results

In the following, the main system parameters and assumptions are presented. A square coverage area of 100 squared meters with a variable number of nodes is considered in order to analyze the performance of the cluster formation process under different scenarios. Some of these parameters were taken from the literature [11, 12].

For the energy consumption model, normalized energy units are used in order to have a general energy consumption model that can be easily scaled to any commercial equipment. Specifically, it was assumed that:

- The energy required to transmit a packet in the cluster formation phase (CF) is $E_{tx}^{CF} = 0.01\text{units}$;
- The energy required to receive a packet in the cluster formation phase is $E_{rx}^{CF} = 0.01\text{units}$;
- The energy required to transmit a packet from a cluster member to a cluster head in the steady state is $E_{tx}^{Steady} = 0.01\text{units}$; and
- The energy consumed by the cluster head to transmit a packet to the sink node (CH→Sink) is $E_{tx}^{CH→Sink} = 0.02\text{units}$. Note that the energy required to transmit a packet is always higher than the energy required to receive such packet. Also, the packet transmission from the cluster head to the sink node is the most energy consuming.

Finally, it was considered a percentage of nodes that act as cluster heads as follows: for LEACH, five percent of nodes in average act as cluster heads while in LEACH MOD, all nodes always become cluster heads. In Local LEACH the transmission radius to each node is variable as well as the number of nodes in order to analyze the network behavior.

In the three cases, the value of $\tau$ changes from a minimum value of 0.001 to a maximum value of 0.9 in order to study the system in different environments. Table 1 shows the main parameters used for the numerical results presented in this section.

The following results were obtained using a discrete event simulation developed on C++ language as in [13-17], in which the previous mentioned parameters were considered along with a series of assumptions. In the following pseudo code (Figure 6), we illustrate the basic discrete event simulator and the main assumptions:
<table>
<thead>
<tr>
<th>Parameter</th>
<th>LEACH</th>
<th>LEACH MOD</th>
<th>Local LEACH</th>
</tr>
</thead>
<tbody>
<tr>
<td>Network dimensions</td>
<td>100 X 100 meters.</td>
<td>100 X 100 meters.</td>
<td>100 X 100 meters.</td>
</tr>
<tr>
<td>Nodes in the network</td>
<td>100 nodes (variable)</td>
<td>100 nodes (variable)</td>
<td>100 nodes (variable)</td>
</tr>
<tr>
<td>Number of CHs</td>
<td>5%</td>
<td>5 nodes</td>
<td>Undefined</td>
</tr>
<tr>
<td>TDMA slot</td>
<td>20seg</td>
<td>20seg</td>
<td>20seg</td>
</tr>
<tr>
<td>Transmission probability $\tau$</td>
<td>Variable from 0.001</td>
<td>Variable from 0.001</td>
<td>Variable from 0.001</td>
</tr>
<tr>
<td></td>
<td>to 0.9</td>
<td>to 0.9</td>
<td>to 0.9</td>
</tr>
<tr>
<td>Energy consumption in $\text{Tx}$</td>
<td>0.02 units</td>
<td>0.02 units</td>
<td>0.02 units</td>
</tr>
<tr>
<td>Energy consumption in $\text{RX}$</td>
<td>0.01 units</td>
<td>0.01 units</td>
<td>0.01 units</td>
</tr>
<tr>
<td>Cluster formation method</td>
<td>Computing of $T(n)$</td>
<td>Base on the arrival</td>
<td>Base on the arrival</td>
</tr>
<tr>
<td></td>
<td></td>
<td>order</td>
<td>order with limited</td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td>transmission range</td>
</tr>
<tr>
<td>$n_\alpha$</td>
<td>From 1 to 5</td>
<td>From 1 to 5</td>
<td>From 1 to 5</td>
</tr>
</tbody>
</table>

**Pseudo-code**

```plaintext
Procedure: Pseudo-code for the event simulator

START

Define nodes as entities of the network.
Allocation (nodes): Use random positions $x$ and $y$ to locate the nodes inside the network.
Assignment_CH (nodes, Protocol nodes): CHs become CHs according to the used protocol.
Cluster_formation (nodes): Association of nodes CH to a CH and assignment of time slots for CMs in the cluster.
Communication_inside_the_clusters (nodes): TDMA process in which each node transmits in its respective time slot.
All CMs send the amount of information to the sink.

STOP

/* Function to define 4

Assignation_CH(nodes, Protocol, nodes):
START FUNCTION

IF Protocol == LEACH

WHILE any nodes not defined

node(i) compute $T(n)$

IF $T(n) \rightarrow$ true

node(i) becomes CH;

ELSE

node(i) becomes CM;

END IF

END WHILE

nodes transmit to be discovered in the network, first CHs following by CMs

END F

IF Protocol == LEACH_MOD

set Tx_counter = 0;

WHILE Every nodes not defined:

all remaining nodes transmit with probability $\tau$

IF Tx_counter < No AndAlso node(i) transmit successfully

Tx_counter $\rightarrow$ 1;

node(i) = CH;

ELSE IF node(i) not transmit successfully

node(i) retransmits in following time slots with probability $\tau$

ELSE IF Tx_counter < No AndAlso node(i) transmit successfully

node(i) = CM;

END IF

END WHILE

END F

IF Protocol == Local LEACH

WHILE any node is not defined:

all remaining nodes transmit with probability $\tau$ and limited transmission radius

IF (node(i) transmit successfully in its coverage area

node(i) = CH;

IF node (i) listed the successful transmission of node(j)

node(j) = CM

node (j) transmit an ACK to node(i) in following time slots with probability $\tau$

END IF

ELSE IF node(i) not transmit successfully

node(i) retransmits in following time slots with probability $\tau$

END IF

END WHILE

END F

END FUNCTION
```
Now the effect of the transmission probability of nodes in the performance of the system is investigated. In the following results, the value of $\tau$ was varied while a static value of nodes inside the network (one hundred) is considered. In these results, the value of $\tau$ remains fixed and constant throughout the system operation. First the impact of $\tau$ is studied for the LEACH protocol. Figure 8(a) and Figure 8(b) show that high and low values of $\tau$ entail high levels of energy consumption and cluster formation time. In the latter case due to idle listening, while the former due to high number of packet collisions. However, it can be seen that an adequate value for $\tau = 0.03$ gives the lowest level of energy consumption and cluster formation time. Now, the behavior of the network for the LEACH MOD scheme for different values of $\tau$ is investigated. At first view, it is observed that there is a similar tendency in the results as LEACH, obtaining a high level of energy consumption and cluster formation time for high values of $\tau$. However, in this scheme the performance of energy consumption and the cluster formation time is lower for a value of $\tau = 0.02$ showing the appropriate value of $\tau$. Now, the Local LEACH scheme is studied. In this scheme, additionally to variations of the value of $\tau$, the value of the transmission radius is also varied in order to analyze the behavior of the network in different scenarios (note that this parameter has no impact neither on LEACH nor on LEACH MOD). It can be seen that a low level of energy consumption and cluster formation time is obtained when the transmission radius is lower than 50 meters, and the value of $\tau$ is lower than 0.06. It is important to note that unlike the LEACH and LEACH MOD schemes, the Local LEACH mechanism gives the possibility to have a low transmission radius and adopt high transmission probability values without degrading the performance of the system. This is because a low transmission radius entails a small number of nodes in the vicinity. This in turns generates a low collision probability even for high values of the transmission probability. Comparing the performance of the three studied schemes, it can be seen that the energy consumption and the cluster formation time have a similar behavior in the three schemes. Moreover, each scheme has a better performance than the rest in specific conditions of the network. Specifically, it can be seen that LEACH is better than the other schemes when the network adopts a transmission probability higher than 0.03, but when the transmission probability decrees, LEACH MOD shows a lower energy consumption. However, it shows that Local LEACH has lower energy consumption for all the values of $\tau$ when the transmission radius is lower than 50 meters. A similar result was obtained in the cluster formation time, where Local LEACH forms the clusters faster than LEACH and LEACH MOD when the transmission radius is lower than 50 meters, but for radius higher than 60 meters and $\tau$ higher than 0.08, the Local LEACH has much higher cluster formation delay than LEACH and LEACH MOD which are organized in less time slots.

The previous results were obtained considering a fixed value of the transmission probability, i.e., all nodes use the same value throughout the system operation.
4.2. Error channel results

Now, the adaptive transmission probability scheme is studied considering a no free-error channel. Figure 9(a) shows the average energy consumption in the system for different numbers of nodes in the network and different error estimation range $\varepsilon$. It can be seen that the use of the LEACH MOD scheme with an adaptive transmission probability achieves lower energy consumption than the LEACH protocol. This is because in the LEACH MOD scheme the number of collisions and idle listening periods are reduced compared to the LEACH protocol. Similarly, the average cluster formation time is lower in the LEACH MOD scheme compared with the LEACH protocol, as is shown in Figure 9(b). As was expected, the energy consumption and cluster formation time increase as the number of nodes increases. Also, it can be seen that the effect of the error estimation is not high. This could be because a uniform distribution on the error estimation was considered. Hence, different estimation error scenarios are now considered.

![Figure 8 a) Comparison of energy consumption, b) Comparison of cluster formation time](image)

![Figure 9 a) Comparison of energy consumption with adaptive transmission probability between LEACH and LEACH MOD considering uniform error, b) Comparison of cluster formation time with adaptive transmission probability between LEACH and LEACH MOD considering uniform error](image)

![Figure 10 a) Comparison of energy consumption between LEACH and LEACH MOD considering more probability of false positive errors, b) Comparison of cluster formation time between LEACH and LEACH MOD considering more probability of false positive errors](image)
Now, the case where false positive and false negative errors do not have the same probability to occur, namely, distinct to a uniform distribution is now investigated. Through that assumption the results obtained are presented in Figure 10 and Figure 11 where the former represents the network behavior when errors of false positive have three times more probability to occur than false negative, while the last assume that false negatives occur three times more than false positives.

Comparing the three scenarios, it can be seen that the impact of error is not dependent on the distribution of the false negative probabilities and false positive probabilities. Note that there exists a wide diversity of possible
distribution that can have a different behavior. However, this is a research topic for future works.

### 4.3. Comparison of mathematical and simulation results

In order to validate the mathematical analysis, simulation results are compared to analytical values. Figure 11(a) shows the comparison for Local LEACH in terms of the average cluster formation time. It can be seen that, in general, a good fit between simulation and analytical results is obtained. Note that the better fit occurs in values of $\tau$ higher than 0.01 for all transmission radiiues. For the cases of LEACH and LEACH MOD, the comparison between the simulation and the mathematical model shows that a better fit is obtained for values of $\tau$ between 0.01 and 0.06. These results are shown in the Figure 12(b) and Figure 12(c).

### 5. Conclusions

In this work, three schemes for the formation of clusters in a wireless sensor networks are studied under a fixed and adaptive transmission probabilities in different environments. Through the results, it can be observed that LEACH, LEACH MOD and Local LEACH, have their respective advantage against each other depending on the values and characteristics of the network. Specifically, when there is a high number of nodes in the network, it is convenient to adopt a limited transmission radius in order to use small areas inside the network to work with the clustering process and avoid collisions. In these cases, Local LEACH is the adequate protocol to implement because it limits the transmission radius of each node. It entails a lower energy consumption and cluster formation time when the transmission radius has a reduced value. Indeed, when transmission radiiues are lower than 50 meters and values of $\tau$ higher than 0.01, the Local Leach outperforms the other schemes. On the other hand, LEACH performs better for high transmission radiiues and transmission probabilities higher than 0.03. However, LEACH MOD shows better results when the transmission probability is lower than 0.03 considering that the transmission radius covers the total coverage area. Also, a mathematical model is presented to study the performance of these schemes. The analytical results show a good fit compared to simulation results. Finally, the benefits of introducing an adaptive transmission probability scheme as opposed to the fixed strategy is studied and analyzed. It can be seen that both the energy consumption and cluster formation delay are reduced considering such adaptive strategy. To this end, an estimation error is considered due to the effects of the wireless channel. Different values of this error are considered showing a small impact on the overall system performance. Additionally, such errors have minimum affection on our proposal of LEACH MOD comparing with LEACH, which presented higher energy consumption and cluster formation time, independently of the distribution of probability to occur those errors.
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